The Information Security and Personal Information Protection Policies of Academia Sinica

The Information Security Policy

In order to establish a reliable requirements for information exchange to support a sustainable research and administrative working conditions, Academia Sinica is committed to create a safe and secure information system, technology and computer network by implementing the following policies:

1. Each employee of Academia Sinica is responsible for the security and protection of research and administrative related information assets, including but not limited to electronic data, networks, transmission and storage media.
2. The confidentiality, integrity and accessibility of campus-wide information assets should be properly preserved.
3. Each employee of Academia Sinica should comply with information security-related laws, regulations and policies. Outsourcing activities such as establishment and maintenance of information assets should also comply with the same security requirements as listed above.

The Personal Information Protection Policy

The collecting, processing and applying of personal information shall be in accordance with law to protect rights of the party and to facilitate the proper use of personal information.